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A 5 DAYS WORKSHOP ON (ONLINE) ON  

“ETHICAL HACKING & CYBER SECURITY” 

20-06-2024 TO 25-06-2024 @ 6:00 PM TO 9:00 PM. 
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DEPARTMENT OF CSE-DS 

To,                                                                                                                             1-06-2024 

         The Principal, 

         MRCE. 

Respected Sir, 

                        Sub: Request to conduct one Workshop on “ETHICAL HACKING & CYBER 

SECURITY”-reg 

Greetings!!! 

         Our department of CSE-DS has planned to organize a 5 day Workshop “ETHICAL 

HACKING & CYBER SECURITY” dated on 20-06-2024 TO 25-06-2024 @ 6:00 pm to 9:00 

pm. Here with I attached the budget proposal for your kind attention.  

Kindly accept the same and do the needful. 

SL.NO NAME OF 

THE EVENT 

TITLE TARGET 

AUDIENCE 

DATE 

1 Workshop ETHICAL 

HACKING & 

CYBER SECURITY 

II,III CSE-DS   

STUDENTS 

(160) 

20-06-2024  

21-06-2024 

22-06-2024 

24-06-2024 

25-06-2024 

                                                                                Thanking you,                                                                                                     

Your’s Truly,     

                                                                                                                                                                                                                            

 

MALLA REDDY COLLEGE OF ENGINEERING  

(Approved by AICTE, Permanently Affiliated to JNTUH) 

Recognised under Section 2(f) & 12(B) of the UGC Act 1956, An ISO 9001:2015 

Certified Institution. 

Maisammaguda, Dhulapally, post via Kompally, Secunderabad - 500100 
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FREE PROGRAM   
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6:15 PM  PROGRAM STARTS 
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DEPARTMENT OF CSE-DS 

A 5 days workshop on  

“ETHICAL HACKING & CYBER SECURITY” 

20-06-2024 TO 25-06-2024 @ 6:00 pm to 9:00 

 

PROGRAM SCHEDULE 

TIME  SCHEDULE  

6:00 PM  INAUGRATION  

6:05 PM  ADDRESS BY HOD 

6:10 PM  GUEST/ RESOURCE PERSON 

INTRODUCED BY COORDINATOR 

6:15 PM  PROGRAM STARTS 

8:55 PM QUERIES 



Module  Objective  Content  Duration (HRS)  

Introduction  

Ethical Hacking Basics 

Definition and Scope 

Legal and Ethical 

Considerations 

Understanding what ethical 

hacking entails and its role 

in cybersecurity. 

 

3HRS 

Types of 

Hackers 

White Hat 

Black Hat 

Gray Hat 

White Hat: Ethical hackers 

who work to improve 

security. 

Black Hat: Malicious 

hackers who exploit 

vulnerabilities for personal 

gain. 

Gray Hat: Hackers who fall 

between white and black hats, 

sometimes straddling the 

ethical line 

3HRS 

Penetration 

Testing 

Network 

Security 

Pen Test Phases 

Network Protocols 

and Services 

Network Protocols and 

Services: Understanding 

TCP/IP, HTTP, DNS, etc. 

Firewalls and IDS/IPS: 

Configurations and common 

bypass techniques. 

Network Scanning: 

Techniques for discovering 

network devices and 

vulnerabilities. 

3HRS 



 

 

 

 

 

 

 

 

 

 

Application 
Security 

System and 
Endpoint 
Security 

Web Application 

Security 

Application Testing 

Operating System 

Security 

Endpoint Protection 

Common vulnerabilities like 

SQL injection, XSS, CSRF, 

and OWASP Top 10. 

3HRS 

Emerging 
Threats and 

Trends 

Advanced Persistent 

Threats 

Zero-Day 

Vulnerabilities 

AI and Cybersecurity 

Hardening Windows, Linux, 

and macOS systems. 
3HRS 
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“ETHICAL HACKING & CYBER SECURITY” 

Ethical Hacking is defined as a course in the field of technology. The ethical hacking course 

teaches beginners about computer systems with the permission of the organization. People who 

have a keen interest in the field of technology can opt for this course. Ethical hacking is a 

process wherein professionals use the vulnerabilities of a network/ system to detect intrusions 

from malicious hackers. 

Various organizations are always on the lookout for White Hat Hackers to get access to 

sensitive information 

1. Ethical Hacking Basics 

 Definition and Scope: Understanding what ethical hacking entails and its role in 

cybersecurity. 

 Legal and Ethical Considerations: Distinguishing between legal and illegal hacking 

activities, and the importance of adhering to laws and ethical guidelines. 

 Common Tools: Introduction to tools like Nmap, Metasploit, Burp Suite, and others used 

by ethical hackers. 

2. Types of Hackers 

 White Hat: Ethical hackers who work to improve security. 

 Black Hat: Malicious hackers who exploit vulnerabilities for personal gain. 

 Gray Hat: Hackers who fall between white and black hats, sometimes straddling the 

ethical line. 

3. Penetration Testing 

 Pen Test Phases: Reconnaissance, scanning, exploitation, and reporting. 

 Methodologies: Various approaches like the OWASP Testing Guide, PTES, or NIST 

guidelines. 

 Reporting: How to document and communicate findings effectively. 

4. Network Security 

 Network Protocols and Services: Understanding TCP/IP, HTTP, DNS, etc. 

 Firewalls and IDS/IPS: Configurations and common bypass techniques. 

 Network Scanning: Techniques for discovering network devices and vulnerabilities. 

5. Application Security 

https://www.knowledgehut.com/blog/security/ethical-hacker-are-white-hackers


 Web Application Security: Common vulnerabilities like SQL injection, XSS, CSRF, 

and OWASP Top 10. 

 Secure Coding Practices: Techniques to prevent vulnerabilities during development. 

 Application Testing: Tools and methodologies for testing application security. 

6. System and Endpoint Security 

 Operating System Security: Hardening Windows, Linux, and macOS systems. 

 Endpoint Protection: Techniques for securing individual devices like antivirus, EDR 

solutions. 

 Patch Management: Keeping systems up to date to prevent exploitation. 

7. Social Engineering 

 Phishing: Techniques and defenses against phishing attacks. 

 Pretexting and Baiting: Understanding how social engineering can be used to gain 

access or information. 

 Awareness Training: Educating users about social engineering threats. 

8. Cryptography 

 Encryption Techniques: Understanding symmetric and asymmetric encryption. 

 Hashing: Using hash functions for data integrity and security. 

 PKI and Certificates: Public Key Infrastructure, digital certificates, and their uses. 

9. Incident Response 

 Response Plan: Developing and implementing an incident response plan. 

 Forensics: Techniques for investigating and analyzing breaches. 

 Recovery: Steps to recover from a security incident and mitigate damage. 

10. Regulations and Compliance 

 Data Protection Laws: GDPR, CCPA, and other regulations affecting cybersecurity 

practices. 

 Industry Standards: ISO/IEC 27001, NIST frameworks, PCI-DSS. 

 Compliance Audits: Preparing for and conducting security audits. 

11. Emerging Threats and Trends 

 Advanced Persistent Threats (APTs): Understanding sophisticated and targeted attack 

methods. 

 Zero-Day Vulnerabilities: How to handle newly discovered vulnerabilities. 

 AI and Cybersecurity: The role of artificial intelligence in both enhancing and 

challenging security. 



12. Career and Certification 

 Certifications: Overview of certifications like CEH (Certified Ethical Hacker), CISSP, 

OSCP (Offensive Security Certified Professional). 

 Career Paths: Different roles in cybersecurity and ethical hacking, from penetration 

testers to security analysts. 

 Continuous Learning: Staying updated with the latest trends, tools, and techniques in 

cybersecurity. 
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PARTICIPANTS  

II & III CSE-DS STUDENTS 

  PROGRAM OUTCOME  

The participants are able to do.. 

Learning Ethical hacking & cyber security can lead to several outcomes, depending on your 

goals, interests, and how you choose to apply your knowledge. Here are some potential outcomes 

1. Encryption of data 

2. Access control 

3. Physical security 

4. Non-disclosure agreements 

5. Authentication and authorization 

6. Ensuring Integrity 



 

STUDENTS NAMELIST 

  

1.  ROLL NUMBER NAME OF THE STUDENT 

2.  21Q91A6701 ABHISHEK MANDAL 

3.  21Q91A6702 AKULA MOHITH GANESH 

4.  21Q91A6705 BANDARI LACCHANNA RAKSHITH 

5.  21Q91A6707 BODA CHANDU 

6.  21Q91A6708 CHANDHUR ANU 

7.  21Q91A6709 CHERUPALLY LIKITHA 

8.  21Q91A6710 DEVARAYA MAHESH BABU 

9.  21Q91A6711 DEVU ROHIT 

10.  21Q91A6712 DHADEN MANIKANTA 

11.  21Q91A6713 DODDI SAI KIRAN GOWTHAM 

12.  21Q91A6714 ENAGANTI RAVI TEJA 

13.  21Q91A6715 GADLA RAMU 

14.  21Q91A6716 GAMPA AJAY KUMAR 

15.  21Q91A6717 GOLLA SHEKHAR 

16.  21Q91A6718 GONGATI SIVA JYOTHI 

17.  21Q91A6720 INDUKURI ROHITHA SAI SIVANI 

18.  21Q91A6721 ISLAVATH VAMSHI 

19.  21Q91A6722 JAGIRAPU GUNA SHEKAR 

20.  21Q91A6723 JALA NITHIN 

21.  21Q91A6724 KANCHARLA MANASA 

22.  21Q91A6725 KOLLUR NITHISH 

23.  21Q91A6726 KUNDARAPU PUNEETH 



24.  21Q91A6727 M RASHMITHA 

25.  21Q91A6728 MACHARLA RUSHIKESH REDDY 

26.  21Q91A6729 MADDIKUNTLA DEEPTHI 

27.  21Q91A6730 MADLAPELLI PRASHANTH 

28.  21Q91A6731 METTU UDAYA GEETHA 

29.  21Q91A6732 MONDRU GOWTHAM ANKITH 

30.  21Q91A6734 MUKKERA VIGNESH 

31.  21Q91A6738 NASEER AHMAD 

32.  21Q91A6739 PINNAPURALA LUKA 

33.  21Q91A6740 PADALA NAVYA SRI 

34.  21Q91A6741 PANCHA ARUNA 

35.  21Q91A6744 PATEL SUMANA SRI 

36.  21Q91A6745 PAVAN KUMAR PAL 

37.  21Q91A6746 PENJARLA SURYA 

38.  21Q91A6747 PERUKA SRIJA 

39.  21Q91A6750 SALADI PRAMEELA NAGA VIDYA DEVI 

40.  21Q91A6751 SAMULA HARSHITHA REDDY 

41.  21Q91A6752 SIRIPURAM VASU 

42.  21Q91A6753 SIRUGANI SAI LAXMI BALAJI 

43.  21Q91A6754 SRIDHAR YALLAMARAJU 

44.  21Q91A6755 TAKKURI HARSHINI 

45.  21Q91A6756 TANGALAPALLY ALEKHYA 

46.  21Q91A6757 THATITHOTI MANIDEEP 

47.  21Q91A6758 TOOMKUNTLA DIVYA 

48.  21Q91A6759 UGGAPALLY SAGAR 



49.  21Q91A6760 VEMARAPU ANURAG 

50.  21Q91A6761 YATHAM SURENDRA REDDY 

51.  22Q95A6701 JONEBOINA VENKATA CHENNARAO 

52.  22Q95A6702 ERAPAGOLU LOKESH 

53.  22Q95A6703 A GAUTHAM RAJU 

54.  22Q95A6704 AMBARAGONDA MANASA 

55.  22Q95A6705 GALATE VEERABHADRA 

56.  22Q95A6706 AGGI CHANDU 

57.  22Q95A6707 CHIKOTI NITHIN 

58.  20Q91A6744 A S V DINESH REDDY 

59.  21Q91A67C1 ADEPU PRANEETH 

60.  21Q91A67C3 ALLA ANIL 

61.  21Q91A67C4 AMIT DAS 

62.  21Q91A67C6 ANUSURI MAHALAKSHMI 

63.  21Q91A67C7 ATIKA RAKESH 

64.  21Q91A67C8 BHEEREDDY AKANKSHA 

65.  21Q91A67D1 BONDHUGULA DEEKSHITH 

66.  21Q91A67D2 CHINTHALAPALLI SREEJA 

67.  21Q91A67D5 DONTHARAPOYINA AKHILA 

68.  21Q91A67D7 GURRU VAMSHI YADAV 

69.  21Q91A67D8 GANGILLA SRINATH REDDY 

70.  21Q91A67D9 HARSH KUMAR TIWARI 

71.  21Q91A67E0 JANGAM SAI HRUSHIKESH 

72.  21Q91A67E1 JELLA NAGESH 

73.  21Q91A67E2 JODU HARSHITHA 

74.  21Q91A67E3 KOMATIREDDY ADITYA 

75.  21Q91A67E4 KANUGU SAIRAM 

76.  21Q91A67E5 K SIMHADRI SRINU 



77.  21Q91A67E6 KADUDHOORI ARAVIND REDDY 

78.  20Q91A6744 A S V DINESH REDDY 

79.  21Q91A67C1 ADEPU PRANEETH 

80.  21Q91A67C3 ALLA ANIL 

81.  21Q91A67C4 AMIT DAS 

82.  21Q91A67C6 ANUSURI MAHALAKSHMI 

83.  21Q91A67C7 ATIKA RAKESH 

84.  21Q91A67C8 BHEEREDDY AKANKSHA 

85.  21Q91A67D1 BONDHUGULA DEEKSHITH 

86.  21Q91A67D2 CHINTHALAPALLI SREEJA 

87.  21Q91A67D5 DONTHARAPOYINA AKHILA 

88.  21Q91A67D7 GURRU VAMSHI YADAV 

89.  21Q91A67D8 GANGILLA SRINATH REDDY 

90.  21Q91A67D9 HARSH KUMAR TIWARI 

91.  21Q91A67E0 JANGAM SAI HRUSHIKESH 

92.  21Q91A67E1 JELLA NAGESH 

93.  21Q91A67E2 JODU HARSHITHA 

94.  22Q91A6701 AKULA NAGA CHANDRA MANIKANTA 

95.  22Q91A6702 ALUMALLA SRINIDHI 

96.  22Q91A6703 AMAN DEEP PARIDA 

97.  22Q91A6704 AMGOTH SREEKANTH NAIK 

98.  22Q91A6705 AMGOTHU SHASHI VARDHAN 

99.  22Q91A6706 ANDHE VARUN 

100.  22Q91A6707 ARDHANI VIJAY 

101.  22Q91A6708 ARIKILLA HEMANTH 

102.  22Q91A6709 B BHEEMESH 

103.  22Q91A6710 BEJJANKI PRAVALIKA 



104.  22Q91A6711  BOJJA BHUVANA VAMSHI 

105.  22Q91A6712 BOLLAVARAM MEGHANA 

106.  22Q91A6713 CHALLA JAGADISH 

107.  22Q91A6714 CHAVA. SAIBHARATH 

108.  22Q91A6715 CHENNOJI NANDINI 

109.  22Q91A6716 CHINTHALA UMA MAHESHWARI 

110.  22Q91A6717 ENAGANDULA SHIVASHANKAR 

111.  22Q91A6718 GARALA MANIVARDHAN 

112.  22Q91A6719 GORIPARTHI SIRI 

113.  22Q91A6720 GUNDREDDY MANASA 

114.  22Q91A6721 GURRAM SAITEJA 

115.  22Q91A6722 HARI SRI RAM 

116.  22Q91A6723 INAPANURI DHANUSH 

117.  22Q91A6724 J PRAVALIKA 

118.  22Q91A6725 KADALI SAI BHARGAV 

119.  22Q91A6726 KALAPALA SIDHARDHA 

120.  22Q91A6727 KALLEM RISHITHA 

121.  22Q91A6728 KASHARAJU VISHWESHWAR 

122.  22Q91A6729 KODISHALA NAVEEN 

123.  22Q91A6730 KOGANTI BHANU VARDHAN 

124.  22Q91A6731 KONDA VIJAY 

125.  22Q91A6732 KOTHIYAL PRIYANKA 

126.  22Q91A6733 KOYYALA GANGOTHRI 

127.  22Q91A6734 LANKAPALLI.KARTHIK 

128.  22Q91A6735 LENKALAPELLY KARTHIK 



129.  22Q91A6736 MADDELA VARUN KUMAR 

130.  22Q91A6737 MANDALOJU CHAKRADHAR CHARY 

131.  22Q91A6738 MEETA UPADHYAY 

132.  22Q91A6739 MODALA AKASH SAGAR 

133.  22Q91A6740 MOHAMMAD SAMEER 

134.  22Q91A6741 MOHAMMED FAIZAAN 

135.  22Q91A6742 MULE KARTHIK 

136.  22Q91A6743 MULGI PAVAN 

137.  22Q91A6744 NIHARIKA 

138.  22Q91A6745 OGGU LAKSHMI THANUJA 

139.  22Q91A6746 OWES UDDIN 

140.  22Q91A6747 PAGILLA MALLIKA 

141.  22Q91A6748 PANDENA ABHIRAM 

142.  22Q91A6749 P.SRI SANTHOSH 

143.  22Q91A6750 PAWAN KUMAR 

144.  22Q91A6752 PUSA SRI VARSHINI 

145.  22Q91A6753 REDDAMONI ANUSHA 

146.  22Q91A6756 SEEMA SIDDAARTHA 

147.  22Q91A6757 SHAIK JAHANGEER BASHA 

148.  22Q91A6758 SURISETTI ROHITHA 

149.  22Q91A6759 TARAN TEJ KAUR 

150.  22Q91A6760 THAMME RAHUL 

151.  22Q91A6761 THASHAMSHETTY RITHWIK 

152.  22Q91A6762 THIPPAPURAM SANDEEPA 

153.  22Q91A6763 THUMMALA BHAVANI 



154.  22Q91A6764 UPPALA.ANUSHA 

155.  22Q91A6765 VEERAGONI VIVEK VARDHAN 

156.  22Q91A6766 VANGAPANDU YAMUNA 

157.  23Q95A6701 A UDAY KUMAR 

158.  23Q95A6702 ANUGU SUDHEER REDDY 

159.  23Q95A6703 ERAVENA RAHUL MUDIRAJ 

160.  23Q95A6704 GUNDU JESHWANTH 

161.  23Q95A6705 LINE GEETHIKA 

162.  23Q95A6706 MASARLA KARTHIK REDDY 

163.  23Q95A6707 TOKALA AJAY 

 SNO ROLL NUMBER NAME OF THE STUDENT 

 1 21Q91A7201 ALA SHIVA KUMAR REDDY 

 2 21Q91A7202 BADAM SIVA RAMI REDDY 

 3 21Q91A7203 BEKKARI HEMAVARDHAN 

 4 21Q91A7205 CHENNARAM SANTOSH KUMAR REDDY 

 5 21Q91A7206 CHITTIREDDY NAVEEN 

 6 21Q91A7207 DESU SAI CHARAN 

 7 21Q91A7208 DHAGNAPUR AKSHAYA 

 8 21Q91A7209 DIDDI CHANDANA SREE 

 9 21Q91A7210 GAJULA SATHWIK 

 10 21Q91A7211 GANGONI SAMANTH 

 11 21Q91A7212 GOLI VARSHA 

 12 21Q91A7213 GOVURI HARSHINI 

 13 21Q91A7214 GUGULOTH GOPALAKRISHNA 

 14 21Q91A7215 GUGULOTH RAHUL JADAV 

 15 21Q91A7216 GUVVA PRASHANTHI 

 16 21Q91A7217 K VENKAT NARAYANA 

 17 21Q91A7218 K VIVEK 

 18 21Q91A7219 KACHARLA SANTHOSH 

 19 21Q91A7220 KONERI NAVEEN SHA 

 20 21Q91A7221 KRISHNA KUSHWAH 

 21 21Q91A7222 KUCHIPUDI ARAVIND KUMAR 

 22 21Q91A7223 KUKKALA KEERTHAN RAJ 

 23 21Q91A7224 KUMMARI SAICHARAN 

 24 21Q91A7225 MAALE PRANATHI 



 25 21Q91A7226 MADHUKUNTE NITHIN REDDY 

 26 21Q91A7227 MALLEBOINA SHIVA KUMAR 

 27 21Q91A7230 NALLAN CHAKRAVATHULA YASHASWINI 

 28 21Q91A7231 P BHAVANI 

 29 21Q91A7232 PALLE VENKATA ASWITHADEVI 

 30 21Q91A7233 PAMMI VENKATA KOUSIK 

 31 21Q91A7234 PAMU SAI GAUTHAM 

 32 21Q91A7236 PASHAM ABHINAV REDDY 

 33 21Q91A7237 PASULA VAMSHI RAJ 

 34 21Q91A7238 PASUNUTI HARIKA 

 35 21Q91A7239 PENDEKAR BHARATH 

 36 21Q91A7240 RATHNAGARI SURESH GOUD 

 37 21Q91A7241 SYED MINHAJ UDDIN 

 38 21Q91A7242 TELU VANI 

 39 21Q91A7243 GOPALAPURAM VINAY 

 40 21Q91A7244 YELEM RISHI 

 41 22Q95A7201 PUPPALA VAMSHI KUMAR 

 42 22Q95A7202 POTHAKAMOORI SAI KIRAN 

 43 22Q95A7203 BEEGARI NIKHIL 

 44 22Q95A7204 GUDURU VENKATA KOUSHIK 

 45 22Q95A7205 PADILAM THARUN 

 46 22Q95A7206 VARA BHARGAV RAJ 

 

 

 

 

 

 

 

 

 

 

 

 

 



 

 

 

 

 

REFERENCE PICTURES 

RESOURCE PERSON DELIVERING LECTURE ON ETHICAL HACKING 

AND CYBER SECURITY. 

 

     



 

               

 

 

STUDENTS PARTICIPATED IN WORKSHOP 

          

 



     









Timestamp E-MAIL NAME OF THE STUDENT/FACULTYDEPARTMNET YEAR/SECTION The Workshop content was  The activities were useful learning experiences    The facilitator are   What did you like best about this workshop?    Would you recommend this workshop to someone else?  Remarks Additional Information(Any thing)
6/21/2024 20:21:16 nagasravyamandala@gmail.comMandala Naga Sravya CSE-DS - 4 4 Well-prepared Demo Yes No NA
6/21/2024 20:24:24 vtharmalingam3@gmail.comTHARMALINGAM V CSE-DS 5 5 Knowledgeable No No No No
6/21/2024 20:25:42 deepikadeepu9981@gmail.comR.Deepika 22Q91A67H3 CSD 5 5 Knowledgeable 2 YEAR 9390992506 C This workshop was use full from hackings. got new points of cyber securities thank you.
6/21/2024 20:26:20 voletisamyuktha1@gmail.comVoleti Samyuktha CSE(DS) 2nd year (C) section 4 4 Knowledgeable The new skills which i have learnt in this two daysNothing No Good
6/21/2024 20:32:35 sadulasucharitha9@gmail.comSadula sucharitha CSE (data science) 2 nd year 5 5 Knowledgeable Information that we have to be aware and how to identify the fake and real.For sure I suggest this workshop Thanks for the information which you gave and after this information we can be aware off fake messages,calls,spam things conduct this kind of workshop in our college and let we gain more and more knowledge and information 
6/21/2024 20:42:51 swathishetty27j@gmail.comSwathi Bodla Data science 5 5 Knowledgeable Yes Yes Good Give to us more valuable information 
6/21/2024 20:43:54 saikrish1141@gmail.com SAI KRISHNA AI&DS 2nd 4 4 Knowledgeable Mobile hacking Yes No The workshop was good 
6/21/2024 20:55:30 rkrishnan87@yahoo.co.in Radhakrishnan M CSE-DS 2022 5 5 Knowledgeable All Yes Good Nill
6/21/2024 20:55:58 Sanjanamallareddi@gmail.comMallareddi sanjana CSE-DS 2nd yr 'B' 5 5 Knowledgeable Explanation Yes Excellent Nothing
6/21/2024 20:57:56 sajinrnairmrce2023@gmail.comSAJIN.R.NAIR CSE DATASCIENCE 4 4 Knowledgeable Explanation Yes Informative No
6/21/2024 21:02:35 vayalapaatiuday@gmail.comV M UDAY KIRAN DATA SCIENCE 2/C 4 4 Knowledgeable Way of presentation Ofcourse! A good session with live demoIt was an good-knowledge gaining session 
6/21/2024 21:04:22 geethu100200@gmail.comANJU GOPI CSE-AI&ML 4 4 Well-prepared Explanation Yes Good Conduct more workshops 
6/21/2024 21:19:04 samaminisha@gmail.com Sama Mineesha CSE-AIML 5 4 Knowledgeable Informative No Good session Helpful for career growth 
6/21/2024 21:33:05 pavielango@gmail.com E PAVITHRA CSE DS 5 5 Knowledgeable Hacking Yes Useful information No
6/21/2024 21:35:12 tarantej2004@gmail.com Tarantej Kaur CSE-DS II-A 5 5 Knowledgeable It was really educational to know about cyber security Yes It was an amazing session None
6/21/2024 21:45:40 niteeshkumarpooboni@gmail.comChandrakant Al&DS 2nd 5 5 Responsive to participants’ questionsKnowledgeable No Good Not good in interaction
6/21/2024 21:45:42 tharalaraju44@gmail.com Tharala Laya CSD 3rd yr 4 4 Knowledgeable Practical examples More practical examples Nothing No
6/21/2024 22:03:06 sravanthi.mrce@gmail.comSravanthi k CSE(DS) 5 5 Knowledgeable Excellent Yes Good enough Very useful
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